В связи с отзывом зарубежными компаниями сертификатов безопасности у российских сайтов Минцифры России и Национальный удостоверяющий центр (НУЦ) разработали свои TLS-сертификаты, которые обеспечат независимость от зарубежных удостоверяющих центров и гарантируют пользователям безопасный доступ ко всем ресурсам.

Без сертификатов личные данные пользователей сети «Интернет» недостаточно защищены, поэтому при попытке зайти на сайт можно увидеть предупреждение о небезопасности ресурса. Установка российских сертификатов гарантирует безопасный доступ ко всем сайтам с любых устройств.

В связи с санкциями всё больше порталов будет переходить на российские TLS-сертификаты, подписанные НУЦ.

Так, например, Сбер уже перешёл на новые сертификаты безопасности Отметим, что в российские браузеры («Яндекс.Браузер» и «Атом») уже предустановлены корневые сертификаты НУЦ.

Для установки сертификата:

1. Перейдите на страницу [«Поддержка работы сайтов с российскими сертификатами»](https://www.gosuslugi.ru/crt) портала «Госуслуги».
2. Скачайте сертификат для вашей ОС.
3. Установите его по инструкции на сайте «Госуслуги».

